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· The Person User is a parent actor comprising all users that are people (as opposed to processes or systems).

· The Public User, sometimes called a browser or grant seeker, is an anonymous person; i.e., a person who has not been authenticated by the system.

· The Authenticated User is a person whose identity is known to the system via some authentication process.

· The Agency User is a person from an agency who has been authenticated by the system.

· The Applicant/Grantee is a person who is applying for or has received a grant from a Federal agency.  This person has been authenticated by the system.

· The Administrator is a user with privileges for managing the system.

· The External System is a parent actor comprising all systems with which the E-Grants storefront must communicate.

· The BPN represents the Business Partner Network system (formerly, the Central Contractor Registration - CCR).  The BPN shall serve as the repository for organizational profiles.

· The FBO represents the FedBizOpps system.  FedBizOpps is the single site for announcing grant funding opportunities for the Federal government.

· The CFDA represents the Catalog of Federal Domestic Assistance system.

· The E-Authentication represents the Federal E-Authentication system (eGov initiative).

· The Agency System represents any Federal system for which the E-Grants storefront acts as a trusted broker.

· The Applicant System represents a system maintained by an applicant/grantee organization or a third-party agent acting on behalf of an applicant/grantee organization.

· The Calendar represents a scheduler or similar utility that triggers an event based on date and time.

Use Case Model
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Use Cases

Login

This use case describes how the actor is authenticated by the system.

Scenarios

Scenario 1: E-Grants interfaces with E-Authentication to validate the identity of the actor.

Notes

· If the E-Authentication timeframe is not consistent with the E-Grants timeframe, E-Grants will need to implement a local means of authenticating users.

Manage Account

This use case describes how the actor manages an account on the system.  The account is identified by a unique identifier and protected by an e-authentication credential.

Assumptions

This use case is relevant only if grant application works-in-progress are stored on the E-Grants storefront.  This use case also assumes that a user profile is associated with each user account.

Scenarios

Scenario 1: The actor creates a new, or modifies an existing account.  For a new account, the system generates a user profile template and initializes it with the account information.

Scenario 2: The actor updates the user profile.

Notes

· Each user profile can only be accessed by the user represented by the profile. 

· The system recognizes two pre-defined types for applicant users based on the SF424 (i.e., Authorized Organizational Representative and Primary Contact).

· Need to explore/validate requirements related to “user groups”.  User groups would be created and maintained by applicant users and would be assigned specific roles and responsibilities.

Prepare Federal Forms/Application Package

This use case describes how the actor creates, maintains, and publishes a Federal grant application package.  This package is the “grant application” that is completed and submitted by the applicant.

Definition

In this context, a “form” is a data collection set that contains one or more data elements, and includes specifications of what is required in a particular field, narrative/text or attachment.  It is expected that forms will consist of data elements specific to OMB-approved forms.

Scenarios

Scenario 1:  The actor creates a new, or modifies an existing form.

Scenario 2: The actor creates a new, or modifies an existing application package.   The application package comprises one or more forms as well as instruction documents.  The application package is associated with one or more CFDA numbers and/or one or more funding opportunity numbers.

Scenario 3: The actor creates a new application package by copying an existing application package.

Scenario 4:  The actor posts an application package for public availability on the Grants.gov web site.

Scenario 5:  The actor retracts an application package from the Grants.gov web site.

Scenario 6:  The system, in response to an actor modifying an application package that has been posted to the public, provides notification (that the package has changed) to any applicant known to have submitted an application using this package, and to any applicant known to have a work-in-progress based on this package.

Notes

· System must provide version controls for application package development.

· All application packages will include the CORE (SF424 + DUNS) data elements.

Manage Application Preparation

This use case describes administrative functions associated with a work-in-progress.  Administrative functions are not related to the content of the application.

Assumptions

This use case is relevant only if grant application works-in-progress are stored on the E-Grants storefront.  

Scenarios

Scenario 1: The actor assigns other users, and permissions for the users (e.g., read-only, read-write), to an application prior to submission.

Scenario 2: The actor makes a copy of an application as a template.

Scenario 3: The actor deletes an application prior to submission.

Scenario 4: The actor identifies the application as being ready for submission.

Scenario 5: The actor identifies multiple applications as part of a group.

Notes

None.

Prepare Application
This use case describes how an actor obtains a grant application package, and prepares an application to be submitted to the E-Grants storefront.  If the actor is allowed to save works-in-progress on the E-Grants storefront, this use case must be correlated with the “Manage Application Preparation” use case.

Scenarios

Scenario 1: The actor obtains the appropriate application package.  The appropriate package is determined by the actor selecting a funding opportunity in FedBizOpps, or by identifying the appropriate agency or program on the E-Grants storefront.  When obtaining an application package, the actor provides the information needed for E-Grants to retrieve organizational information from the Business Partner Network, which is used to pre-populate data in the package.

Scenario 2: The actor completes a new, or modifies an existing application package.  E-Grants ensures that the syntax of the application data is valid.
Notes

· Need to explore/validate requirements related to attachment file types (e.g., .doc; .wp; xtek.; Xlatek.; .pdf; .txt; .rtf; .ppt; .html; .jpg; video and audio files.)

· The entire application, as well as specific form pages, must be printable.

· Need to explore/validate requirements related to the submission of budgets as spreadsheets.

· Need to explore/validate requirements related to application “completeness”; e.g., allowing the actor to specify whether each component/form within the application package is complete; the system alerting the actor if required fields are missing; and the system displaying a summary listing of the components/forms within the application package along with the status of each one. 

· Need to explore/validate requirements for obtaining congressional districts from some information source to ensure accuracy.

· Where feasible, the system should support calculation of totals.

The following notes only apply if works-in-progress are stored on the E-Grants storefront

· Access to an application is limited to authorized users (the person who starts the application and any users assigned by that person).

· Multiple users can have concurrent read-access to a particular piece of the application (only one with write-access at a time).

· Applicants can have multiple applications in-progress.

· Need to be able to view the application and all uploaded attachments on-line.

· Applicants can view their pending and submitted applications, and the status of each.

Submit Application

This use case describes how an actor submits or withdraws a grant application.

Scenarios

Scenario 1:  The actor submits a completed grant application to the E-Grants storefront.  The submission can represent a new or revised grant application.  E-Grants returns an on-line confirmation to the actor with an E-Grants tracking number.

Scenario 2:  The actor withdraws a grant application that was submitted previously.

Notes

· Need to explore/validate requirements related to multiple “paper signatures” for a grant application.

· Need to explore/validate requirements for converting form data and all attachments to a composite document (e.g., PDF), which can be made available to both the applicant and the agency.

· Need to explore/validate requirements for allowing submission of applications to multiple programs or agency components. 

Communicate with Agency

This use case describes the transactions communicated between the E-Grants storefront and Federal agency systems.  The E-Grants storefront communicates (either push or pull technology) application data to Federal agency systems.  The application data can be formatted as XML, as a specified format outlined in the Integration Toolkit, and/or as a printable format.

Scenarios

Scenario 1:  The agency system confirms receipt of the application data.  This confirmation is made available to the applicant.

Scenario 2:  The agency system provides the E-Grants storefront with a Federal Agency Application Number for a grant application.  The application number is provided at a time later than the initial transmission of the grant application to the agency system.  E-Grants notifies the applicant of the application number.

Notes

None.

Supplementary Requirements

Note: Need to develop all system administration use cases and scenarios.

Security

· The system shall encrypt all sensitive information exchanged with the E-Grants storefront.

· The system shall maintain an audit log of all transactions, including timestamps.

· The system shall meet Circular A-130 IT security requirements.  Appendix III to OMB Circular No. A-130 is titled “Security of Federal Automated Information Resources.”  Here is text from its introduction.  “This Appendix establishes a minimum set of controls to be included in Federal automated information security programs; assigns Federal agency responsibilities for the security of automated information; and links agency automated information security programs and agency management control systems established in accordance with OMB Circular No. A-123.” 

Accessibility

· The system shall meet Section 508 accessibility requirements.

Usability

· The system shall provide a Graphical User Interface that is easy to use and intuitive for a novice user.

· The system shall allow applications to be submitted through an Internet browser anywhere (e.g., library, school, home, etc.)

· Forms-based products downloaded from the system shall run on all industry standard platforms (PC, MacIntosh, Unix, Linux).

· The system shall support multiple browsers and versions.  The system shall provide the same “look and feel” regardless of the browser.

· The system shall provide a demonstration site so users can become familiar with the system.

· The system shall provide on-line assistance so users can obtain help and become familiar with the system.

· The system shall provide a mechanism for on-line user feedback.

Performance

· The system shall be able to receive, store, process and archive 500K grant applications and attachments annually without disruption in service or excessively long access times.  ”Excessively long” will be defined based on industry standards.

· The system shall be scalable to handle 1 Million total users and 100K concurrent users.
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